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STUDENT ACCESS TO NETWORKED INFORMATION AND PLANNING

AR 6165(a)

Internet Use and Electronic Mail

In order to match electronic resources as closely as possible to the approved district curriculum, district personnel will review and evaluate resources in order to offer “home pages” and menus of materials which comply with Board guidelines governing the selection of instructional materials. (In this manner, staff will provide developmentally appropriate guidance to students as they make use of telecommunications and electronic information resources to conduct research and other studies related to the district curriculum. All students will be informed by staff of their rights and responsibilities as users of the district network prior to gaining access to that network, either as an individual user or as a member of a class or group.)

As much as possible, access to district information resources will be designed in ways which point students to those which have been reviewed and evaluated prior to use. While students may be able to move beyond those resources to others which have not been evaluated by staff, they shall be provided with guidelines and lists of resources particularly suited to the learning objectives. Students may pursue electronic research independent of staff supervision only if they have been granted parental permission and have submitted all required forms. Permission is not transferable and may not be shared.

Students are responsible for good behavior on school computer networks just as they are in a classroom or a school hallway. Communications on the network are often public in nature. General school rules for behavior and communication apply.

The network is provided for students to conduct research and communicate with others. Access to network services is given to students who agree to act in a considerate and responsible manner. Parent permission is required. Access is a privilege - not a right. Access entails responsibility.

Individual users of the district computer networks are responsible for their behavior and communications over those networks. It is presumed that users will comply with district standards and will honor the agreements they have signed. Beyond the clarification of such standards, the district is not responsible for restricting, monitoring, or controlling the communications of individuals utilizing the network.

Network storage areas may be treated like school lockers. Network administrators may review files and communications to maintain system integrity and ensure that users are using the system responsibly. Users should not expect that files stored on district servers will always be private.
Within reason, freedom of speech and access to information will be honored. During school, teachers of younger students will guide them toward appropriate materials. Outside of school, families bear the same responsibility for such guidance as they exercise with information sources such as television, telephones, movies, radio and other potentially offensive media.

1. Acceptable Use - Access to the District’s Internet must be for the purpose of education or research and be consistent with the educational objectives of the District.

2. Privileges - The use of Internet is a privilege, not a right, and inappropriate use will result in a cancellation of those privileges.

3. Sanctions - Violations may result in a loss of access. Additional disciplinary action may be determined at the building level in line with existing practice regarding inappropriate language or behavior. When applicable, law enforcement agencies may be involved.

4. Staff members shall attempt to supervise students directly or by instruction while students are using district internet access to ensure that the students abide by these procedures. Users must follow all rules and regulations posted in the computer lab or other room where computers are in use. Users must follow the directions of the adult in charge of the computer lab or other room where computers are in use.

5. Unacceptable Use - You are responsible for your actions and activities involving the network. Some examples of unacceptable uses:
   a. Using the network for any illegal activity, including violation of copyright or other contracts, or transmitting any material in violation of any U.S. or State regulation;
   b. Unauthorized downloading of software, regardless of whether it is copyrighted or devirused;
   c. Downloading copyrighted material for other than personal use;
   d. Using the network for private financial or commercial gain;
   e. Wastefully using resources, such as file space;
   f. Gaining unauthorized access to resources or entities;
   g. Invading the privacy of individuals;
   h. Using another user’s account or password;
   I. Posting material authored or created by another without his/her consent;
   j. Posting anonymous messages;
k. Using the network for commercial or private advertising;

l. Accessing, submitting, posting, publishing, or displaying any defamatory, inaccurate, abusive, obscene, profane, sexually oriented, threatening, racially offensive, harassing, or illegal material; and

m. Using the network while access privileges are suspended or revoked.

n. Use of the network for hacking or intentionally obtaining, accessing, or modifying files, passwords, and data belonging to other users.

o. Invading the privacy of individuals, which includes the unauthorized disclosure, dissemination, and use of information about anyone that is of a personal nature.

6. Network Etiquette - You are expected to abide by the generally accepted rules of network etiquette. These include, but are not limited to, the following:

a. Be polite. Do not become abusive in your messages to others;

b. Use appropriate language. Do not swear, or use vulgarities or any other inappropriate language;

c. Do not reveal the personal addresses or telephone numbers of students or colleagues;

d. Recognize that electronic mail (E-Mail) is not private. People who operate the system have access to all mail. Messages relating to or in support of illegal activities may be reported to the authorities;

e. Do not use the network in any way that would disrupt its use by other users.

f. Consider all communications and information accessible via the network to be private property.

7. No Warranties - The district makes no warranties of any kind, whether expressed or implied, for the service it is providing. The District will not be responsible for any damages you suffer. This includes loss of data resulting from delays, non-deliveries, missed deliveries, or service interruptions caused by its negligence or your errors or omissions. Use of any information obtained via the Internet is at your own risk. The District specifically denies any responsibility for the accuracy or quality of information obtained through its service.

8. Indemnification - The user agrees to indemnify the District for any losses, costs, or damages, including reasonable attorney fees, incurred by the District relating to, or arising out of, any breach of the Authorization.

9. Security - Network security is a high priority. The district will make every effort to safeguard all files that are confidential. If you can identify a security problem on the Internet, you must notify the system administrator. Do not demonstrate the
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problem to other users. Keep your account and password confidential. Do not use another individual’s account without written permission from that individual. Attempts to log-on to the Internet as a system administrator will result in cancellation of user privileges. Any user identified as a security risk may be denied access to the network.

10. Vandalism - Vandalism will result in cancellation of privileges and other disciplinary action. Vandalism is defined as any malicious attempt to harm or destroy data of another user, the Internet, or any other network. This includes, but is not limited to, the uploading or creation of computer viruses.

11. Telephone Fees & Charges - The District assumes no responsibility for any unauthorized charges for fees, including telephone charges, long-distance charges, per-minute surcharges, and/or equipment or line costs. Parents/Guardians shall be responsible for any fees or charges incurred by their child’s inappropriate use of the Internet.

12. Additionally, the District shall address the education of minors in appropriate online behavior, including interacting with other individuals on social networking sites and in chat rooms, and cyber bullying awareness and response.

Internet Safety

Each district computer with Internet access shall have a filtering device that blocks entry to visual depictions that are (1) obscene, (2) pornographic, or (3) harmful or inappropriate to minors as defined by the Children’s Internet Protection Act and as determined by the Superintendent or designee. The Superintendent or designee shall enforce the use of such filtering devices. An administrator, supervisor, or other authorized person may disable the filtering device for bona fide research or other lawful purpose, provided the person receives prior permission from the Superintendent or system administrator. The Superintendent or designee shall include measures in this policy’s implementation plan to address the following:

a. Limiting student access to inappropriate matter as well as restricting access to harmful materials;

b. Student safety and security when using electronic communications;

c. Limiting unauthorized access, including “hacking” and other unlawful activities;

d. Limiting unauthorized disclosure, use and dissemination of personal identification information.
The Children’s Internet Protection Act, P.L. 106-554, defines “harmful to minors” as:
any picture, image, graphic image file, or other visual depiction that – (A) taken as a whole and with respect to minors, appeals to a prurient interest in nudity, sex, or excretion; (B) depicts, describes, or represents, in a patently offensive way with respect to what is suitable for minors, an actual or simulated sexual act or sexual contact, actual or simulated normal or perverted sexual acts, or a lewd exhibition of the genitals; and (C) taken as a whole, lacks serious literary, artistic, political, or scientific value as to minors.